
Bash Bug
1:00—3:00pm

Within a virtual environment, participants will walk through the steps that an attacker would 
use to exploit the bash bug vulnerability, using popular assessment tools including Burpsuite. 
Afterwards, participants will remediate vulnerabilities and verify that the attack is no longer 
possible.

Registration Link:
https://utsaresearch.wufoo.com/forms/bash-bug-professional-session-1

Social Engineering Forensics
3:30—5:30pm

Participants will take on the role of a Cyber Investigator in a mock investigation. Participants 
will use forensics analysis tools, including Autopsy, to analyze and uncover artifacts from a 
multi-stage attack on an individual’s personal network.

Registration Link:
https://utsaresearch.wufoo.com/forms/social-engineering-professional-session-2
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